
Stop Account Takeover 
Fraud Before It Starts
Fraudsters are after your account. They pose as 
your financial institution to trick you into handing 
over personal information. Once they have it, they 
can lock you out and steal your money.

How It Happens

Fraud Text Alert: Did you 
authorize a payment for 
the amount of $500.00?

Click on the link https://
mymoney.com/authorize 
if you authorized the 
activity; if not, send a 
reply text to this phone 
number.

How to Stay Safe

+1 (234) 567-8900
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